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Abst r act

Thi s docunent defines the Extended Report (XR) packet type for the
RTP Control Protocol (RTCP), and defines how the use of XR packets
can be signaled by an application if it enploys the Session
Description Protocol (SDP). XR packets are conposed of report

bl ocks, and seven bl ock types are defined here. The purpose of the
extended reporting format is to convey information that supplenments
the six statistics that are contained in the report blocks used by
RTCP' s Sender Report (SR) and Recei ver Report (RR) packets. Sone
applications, such as nulticast inference of network characteristics
(M NC) or voice over IP (VolP) nonitoring, require other and nore
detailed statistics. In addition to the block types defined here,
addi ti onal block types may be defined in the future by adhering to
the framework that this docunment provides.
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1

I ntroduction

Thi s docunent defines the Extended Report (XR) packet type for the
RTP Control Protocol (RTCP) [9], and defines how the use of XR
packets can be signaled by an application if it enploys the Session
Description Protocol (SDP) [4]. XR packets convey information beyond
that already contained in the reception report blocks of RTCP s
sender report (SR) or Receiver Report (RR) packets. The information
is of use across RTP profiles, and so is not appropriately carried in
SR or RR profile-specific extensions. Information used for network
managenent falls into this category, for instance

The definition is broken out over the three sections that follow the
Introduction. Section 2 defines the XR packet as consisting of an
ei ght octet header followed by a series of conponents called report
bl ocks. Section 3 defines the comon format, or franework
consisting of a type and a length field, required for all report

bl ocks. Section 4 defines several specific report block types.

O her block types can be defined in future docunents as the need

ari ses.

The report bl ock types defined in this docunent fall into three
categories. The first category consists of packet-by-packet reports
on received or | ost RTP packets. Reports in the second category
convey reference tine information between RTP participants. In the
third category, reports convey netrics relating to packet receipts,
that are sunmary in nature but that are nore detailed, or of a
different type, than that conveyed in existing RTCP packets.

Al told, seven report block formats are defined by this docunent.
O these, three are packet-by-packet block types:

- Loss RLE Report Block (Section 4.1): Run |length encodi ng of
reports concerning the | osses and recei pts of RTP packets.

- Duplicate RLE Report Block (Section 4.2): Run |length encoding of
reports concerning duplicates of received RTP packets.

- Packet Receipt Tinmes Report Block (Section 4.3): Alist of
reception tinestanps of RTP packets.

There are two reference tine related bl ock types:

- Receiver Reference Tinme Report Block (Section 4.4): Receiver-end
wal I cl ock timestanps. Together with the DLRR Report Bl ock
menti oned next, these allow non-senders to calculate round-trip
times.
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- DLRR Report Block (Section 4.5): The delay since the | ast Receiver
Ref erence Tine Report Block was received. An RTP data sender that
receives a Receiver Reference Tinme Report Block can respond with a
DLRR Report Block, in much the same way as, in the mechani sm
al ready defined for RTCP [9, Section 6.3.1], an RTP data receiver
that receives a sender’s NTP tinmestanp can respond by filling in
the DLSR field of an RTCP reception report bl ock

Finally, this docunent defines two sunmary netric bl ock types

- Statistics Summary Report Block (Section 4.6): Statistics on RTP
packet sequence nunbers, |osses, duplicates, jitter, and TTL or
Hop Linmit val ues.

- Vol P Metrics Report Block (Section 4.7): Metrics for nonitoring
Voi ce over I P (VolP) calls.

Bef ore proceeding to the XR packet and report block definitions, this
docunent provides an applicability statenent (Section 1.1) that
describes the contexts in which these report blocks can be used. It
al so defines (Section 1.2) the normative use of key words, such as
MUST and SHOULD, as they are enployed in this docunent.

Fol I owi ng the definitions of the various report blocks, this docunent
descri bes how applications that enploy SDP can signal their use
(Section 5). The document concludes with a discussion (Section 6) of
nunberi ng considerations for the Internet Assigned Nunbers Authority
(I ANA), of security considerations (Section 7), and w th appendi ces
that provide exanpl es of how to inplenent algorithns discussed in the
text.

1.1. Applicability

The XR packets are useful across multiple applications, and for that
reason are not defined as profile-specific extensions to RTCP sender
or Receiver Reports [9, Section 6.4.3]. Nonetheless, they are not of
use in all contexts. |In particular, the VolP netrics report block
(Section 4.7) is specific to voice applications, though it can be
enpl oyed over a wide variety of such applications.

The Vol P netrics report block can be applied to any one-to-one or
one-to-nmany voice application for which the use of RTP and RTCP is
specified. The use of conversational netrics (Section 4.7.5),
including the R factor (as described by the E Mbdel defined in [3])
and the mean opi nion score for conversational quality (MOS-CQ, in
applications other than sinple two party calls is not defined; hence,
these netrics should be identified as unavailable in nulticast

conf erenci ng applications.
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The packet - by-packet report block types, Loss RLE (Section 4.1),
Duplicate RLE (Section 4.2), and Packet Receipt Tines (Section 4.3),
have been defined with network tonography applications, such as

mul ticast inference of network characteristics (MNC [11], in mind
M NC requires detail ed packet receipt traces fromnulticast session
receivers in order to infer the gross structure of the nulticast
distribution tree and the paraneters, such as |oss rates and del ays,
that apply to paths between the branching points of that tree.

Any real tine nulticast nultinedia application can use the packet -

by- packet report block types. Such an application could enploy a

M NC i nference subsystemthat would provide it with nulticast tree
topol ogy infornation. One potential use of such a subsystem would be
for the identification of high loss regions in the nmulticast tree and
the identification of nulticast session participants well situated to
provi de retransm ssions of |ost packets.

Det ai | ed packet - by-packet reports do not necessarily have to consune
di sproporti onate bandwi dth with respect to other RTCP packets. An
application can cap the size of these blocks. A nmechanismcalled
"thinning" is provided for these report blocks, and can be used to
ensure that they adhere to a size limt by restricting the nunber of
packets reported upon within any sequence nunber interval. The
rationale for, and use of this nechanismis described in [13].

Furt hernmore, applications mght not require report blocks from al
receivers in order to answer such inportant questions as where in the
multicast tree there are paths that exceed a defined loss rate
threshold. Intelligent decisions regarding which receivers send
these report blocks can further restrict the portion of RTCP

bandwi dth that they consune.

The packet - by- packet report bl ocks can also be used by dedicated
network nonitoring applications. For such an application, it mght
be appropriate to allow nore than 5% of RTP data bandw dth to be used
for RTCP packets, thus allow ng proportionately |arger and nore
detail ed report bl ocks.

Not hing in the packet-by-packet block types restricts their use to

mul ticast applications. |In particular, they could be used for
networ k tonography simlar to MNC but using striped unicast packets
instead. In addition, if it were found useful, they could be used

for applications linted to two partici pants.

One use to which the packet-by-packet reports are not i mediately
suited is for data packet acknow edgnments as part of a packet
retransm ssi on nechanism The reason is that the packet accounting
techni que suggested for these blocks differs fromthe packet
accounting normally enployed by RTP. 1In order to favor neasurenent
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applications, an effort is nade to interpret as little as possible at
the data receiver, and leave the interpretation as much as possible
to participants that receive the report blocks. Thus, for exanple, a
packet with an anomal ous SSRC I D or an anomal ous sequence nunber

m ght be excluded by normal RTP accounting, but would be reported
upon for network nonitoring purposes.

The Statistics Summary Report Bl ock (Section 4.6) has al so been
defined with network nonitoring in mnd. This block type can be used
equally well for reporting on unicast and multicast packet reception

The reference tine related bl ock types were conceived for receiver-
based TCP-friendly multicast congestion control [18]. By allow ng
data receivers to calculate their round trip times to senders, they
hel p the receivers estinate the downstream bandwi dth they shoul d
request. Note that if every receiver is to send Receiver Reference
Time Report Bl ocks (Section 4.4), a sender mght potentially send a
nunber of DLRR Report Blocks (Section 4.5) equal to the nunber of
recei vers whose RTCP packets have arrived at the sender within its
reporting interval. As the nunmber of participants in a nulticast
session increases, an application should use discretion regarding
whi ch participants send these bl ocks, and how frequently.

XR packets suppl enent the existing RTCP packets, and may be stacked
with ot her RTCP packets to form conpound RTCP packets [9, Section 6].
The introduction of XR packets into a session in no way changes the
rul es governing the calculation of the RTCP reporting interval [9,
Section 6.2]. As XR packets are RTCP packets, they count as such for
bandwi dth cal cul ations. As a result, the addition of extended
reporting infornmation may tend to increase the average RTCP packet
size, and thus the average reporting interval. This increase nay be
limted by limting the size of XR packets.

The SDP signaling defined for XR packets in this docunent (Section 5)
was done so with three use scenarios in mnd: a Real Tine Streani ng
Protocol (RTSP) controlled stream ng application, a one-to-nany

mul ticast nultinedia application such as a course lecture with
enhanced feedback, and a Session Initiation Protocol (SIP) controlled
conversational session involving two parties. Applications that
enpl oy SDP are free to use additional SDP signaling for cases not
covered here. In addition, applications are free to use signaling
nmechani sns ot her than SDP
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1.2. Termnol ogy

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOWENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in BCP 14, RFC 2119 [1]
and indicate requirenent levels for conpliance with this

speci fication.

2. XR Packet Format

An XR packet consists of a header of two 32-bit words, followed by a
nunber, possibly zero, of extended report blocks. This type of
packet is laid out in a manner consistent with other RTCP packets, as
concerns the essential version, packet type, and |length information.
XR packets are thus backwards conpatible with RTCP receiver

i npl enment ati ons that do not recogni ze them but that ought to be able
to parse past themusing the length information. A padding field and
an SSRC field are also provided in the sanme | ocations that they
appear in other RTCP packets, for sinplicity. The format is as
fol | ows:

0 1 2 3
01234567890123456789012345678901
B i ok it I I S e S e S ki ol ik i I TR SR i S S e S e e e e i i 5

| V=2| P| reserved | PT=XR=207 | | ength

e o T i i o o O S e S ol o S S S s it SR R SR S
| SSRC |
B T T T o o S S S e i S S Tk e e Y S
: report bl ocks :
B i ok it I I S e S e S ki ol ik i I TR SR i S S e S e e e e i i 5

version (V): 2 bits
Identifies the version of RTP. This specification applies to
RTP version two

padding (P): 1 bit
If the padding bit is set, this XR packet contains sone
addi ti onal padding octets at the end. The semantics of this
field are identical to the semantics of the padding field in
the SR packet, as defined by the RTP specification

reserved: 5 bits
This field is reserved for future definition. 1In the absence
of such definition, the bits in this field MJUST be set to zero
and MUST be ignored by the receiver
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packet type (PT): 8 bits
Contains the constant 207 to identify this as an RTCP XR
packet. This value is registered with the Internet Assigned
Numbers Authority (1ANA), as described in Section 6.1.

I ength: 16 bits
As described for the RTCP Sender Report (SR) packet (see
Section 6.4.1 of the RTP specification [9]). Briefly, the
length of this XR packet in 32-bit words m nus one, including
t he header and any paddi ng.

SSRC. 32 bits
The synchroni zation source identifier for the originator of
this XR packet.

report bl ocks: variable |ength.
Zero or nore extended report blocks. 1In keeping with the
ext ended report block franework defined bel ow, each bl ock MJST
consi st of one or nore 32-bit words.

3. Extended Report Bl ock Framework

Ext ended report bl ocks are stacked, one after the other, at the end
of an XR packet. An individual block’s length is a nultiple of 4
octets. The XR header’s length field describes the total |ength of
t he packet, including these extended report bl ocks.

Each bl ock has block type and length fields that facilitate parsing.
A receiving application can denultiplex the bl ocks based upon their
type, and can use the length information to | ocate each successive
bl ock, even in the presence of block types it does not recognize.

An extended report block has the follow ng format:

0 1 2 3
01234567890123456789012345678901
T T i e i i e T e b s S S SN S

| BT | type-specific | bl ock | ength

i T i e S e R i i ok it SR NI TR R R SR
type-specific block contents

B e s i e e e s i i ST RIE CRIE TR TR TR S T S S S s sl S S S

bl ock type (BT): 8 bits
Identifies the block format. Seven bl ock types are defined in
Section 4. Additional block types may be defined in future
specifications. This field s nanme space is managed by the
I nternet Assigned Numbers Authority (1ANA), as described in
Section 6. 2.
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type-specific: 8 bits
The use of these bits is determ ned by the block type
definition.

bl ock length: 16 bits
The I ength of this report block, including the header, in 32-
bit words nminus one. |f the block type definition pernits,
zero is an acceptable value, signifying a block that consists
of only the BT, type-specific, and block length fields, with a
nul | type-specific block contents field.

type-specific block contents: variable length
The use of this field is defined by the particular block type,
subject to the constraint that it MJST be a multiple of 32 bits
long. |If the block type definition pernmts, It MAY be zero
bits I ong.

4. Extended Report Bl ocks

This section defines seven extended report bl ocks: block types for
reporting upon received packet |osses and duplicates, packet
reception tines, receiver reference tine information, receiver
inter-report delays, detailed reception statistics, and voice over IP
(Vol P) netrics. An inplenentation SHOULD i gnore inconming blocks with
types not rel evant or unknown to it. Additional block types MJUST be
registered with the Internet Assigned Nunbers Authority (1ANA) [16],
as described in Section 6. 2.

4.1. Loss RLE Report Bl ock

This block type pernits detailed reporting upon individual packet
recei pt and | oss events. Such reports can be used, for exanple, for
mul ticast inference of network characteristics (MNC) [11]. Wth

M NC, one can di scover the topology of the multicast tree used for
distributing a source’s RTP packets, and of the |oss rates al ong
links within that tree, or they could be used to provide raw data to
a networ k managenent application.

Since a Bool ean trace of |ost and received RTP packets is potentially
I engthy, this block type pernmits the trace to be conpressed through
run | ength encoding. To further reduce bl ock size, |oss event
reports can be systematically dropped fromthe trace in a nechani sm
called thinning that is described below and that is studied in [13].

A participant that generates a Loss RLE Report Bl ock should favor
accuracy in reporting on observed events over interpretation of those
events whenever possible. Interpretation should be left to those who
observe the report blocks. Follow ng this approach inplies that
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accounting for Loss RLE Report Blocks will differ fromthe accounting
for the generation of the SR and RR packets described in the RTP
specification [9] in the following two areas: per-sender accounting
and per-packet accounti ng.

In its per-sender accounting, an RTP session partici pant SHOULD NOT
make the receipt of a threshold mi ni num nunber of RTP packets a
condition for reporting upon the sender of those packets. This
accounting technique differs fromthe technique described in Section
6.2.1 and Appendix A.1 of the RTP specification that allows a
threshold to determ ne whether a sender is considered valid.

In its per-packet accounting, an RTP session participant SHOULD treat
all sequence nunbers as valid. This accounting technique differs
fromthe technique described in Appendix A 1 of the RTP specification
that suggests ruling a sequence nunber valid or invalid on the basis
of its contiguity with the sequence nunbers of previously received
packets.

Sender validity and sequence nunber validity are interpretations of
the raw data. Such interpretations are justified in the interest,
for exanple, of excluding the stray old packet from an unrel at ed
session from having an effect upon the cal culation of the RTCP
transmission interval. The presence of stray packets might, on the
other hand, be of interest to a network nonitoring application

One accounting interpretation that is still necessary is for a
partici pant to decide whether the 16 bit sequence nunber has rolled
over. Under ordinary circunstances this is not a difficult task
For exanple, if packet nunber 65,535 (the hi ghest possible sequence
nunber) is followed shortly by packet number 0O, it is reasonable to
assume that there has been a rollover. However, it is possible that
the packet is an earlier one (from 65,535 packets earlier). It is
al so possible that the sequence nunbers have rolled over nmultiple
times, either forward or backward. The interpretation becomes nore
difficult when there are | arge gaps between the sequence nunbers,
even accounting for rollover, and when there are long intervals

bet ween recei ved packets.

The per-packet accounting technique mandated here is for a
participant to keep track of the sequence nunber of the packet nost
recently received froma sender. For the next packet that arrives
fromthat sender, the sequence nunber MJST be judged to fall no nore
than 32, 768 packets ahead or behind the nost recent one, whichever
choice places it closer. In the event that both choices are equally
di stant (only possible when the distance is 32,768), the choice MJST
be the one that does not require a rollover. Appendix A 1 presents
an algorithmthat inplenments this technique.
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Each bl ock reports on a single RTP data packet source, identified by
its SSRC. The receiver that is supplying the report is identified in
t he header of the RTCP packet.

Choi ce of begi nning and endi ng RTP packet sequence nunbers for the
trace is left to the application. These values are reported in the
bl ock. The | ast sequence nunber in the trace MAY differ fromthe
sequence nunber reported on in any acconpanying SR or RR report.

Not e that because of sequence number wraparound, the ending sequence
nunber MAY be | ess than the beginning sequence nunber. A Loss RLE
Report Bl ock MUST NOT be used to report upon a range of 65,534 or
greater in the sequence nunber space, as there is no neans of
identifying nmultiple waparounds.

The trace described by a Loss RLE report consists of a sequence of
Bool ean val ues, one for each sequence nunber of the trace. A value
of one represents a packet receipt, nmeaning that one or nore packets
havi ng that sequence nunber have been received since the nost recent
wr apar ound of sequence nunbers (or since the beginning of the RTP
session if no waparound has been judged to have occurred). A value
of zero represents a packet |oss, neaning that there has been no
packet receipt for that sequence nunber as of the tinme of the report.
If a packet with a given sequence nunber is received after a report
of a loss for that sequence nunber, a later Loss RLE report NAY
report a packet receipt for that sequence nunber.

The encoding itself consists of a series of 16 bit units called
chunks that describe sequences of packet receipts or losses in the
trace. Each chunk either specifies a run length or a bit vector, or
is a null chunk. A run length describes between 1 and 16, 383 events
that are all the sane (either all receipts or all losses). A bit
vector describes 15 events that may be ni xed receipts and | osses. A
nul | chunk describes no events, and is used to round out the block to
a 32 bit word boundary.

The mapping froma sequence of |ost and received packets into a
sequence of chunks is not necessarily unique. For exanple, the
followi ng trace covers 45 packets, of which the 22nd and 24th have
been I ost and the others received:

1111 1111 1111 1111 1111 1010 1111 1111 1111 1111 1111 1
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One way to encode this would be:

bit vector 1111 1111 1111 111
bit vector 1111 1101 0111 111
bit vector 1111 1111 1111 111
nul I chunk

Anot her way to encode this woul d be:

run of 21 receipts

bit vector 0101 1111 1111 111
run of 9 receipts

nul | chunk

The choice of encoding is left to the application. As part of this
freedom of choice, applications MAY terminate a series of run length
and bit vector chunks with a bit vector chunk that runs beyond the
sequence nunber space described by the report block. For exanple, if
the 44th packet in the same sequence was | ost:

1111 1111 1111 1111 1111 1010 111271 111271 11121 1111 1110 1
Thi s coul d be encoded as:

run of 21 receipts

bit vector 0101 1111 1111 111
bit vector 1111 1110 1000 000
nul | chunk

In this exanple, the last five bits of the second bit vector describe
a part of the sequence nunber space that extends beyond the |ast
sequence nunmber in the trace. These bits have been set to zero.

Al'l bits in a bit vector chunk that describe a part of the sequence
nunber space that extends beyond the |ast sequence nunber in the
trace MUST be set to zero, and MJUST be ignored by the receiver

A null packet MJST appear at the end of a Loss RLE Report Block if
the nunber of run length plus bit vector chunks is odd. The nul
chunk MUST NOT appear in any other context.

Caution should be used in sending Loss RLE Report Bl ocks because,
even with the conpression provided by run |l ength encodi ng, they can
easily consune bandwi dth out of proportion with nornmal RTCP packets.
The bl ock type includes a mechanism called thinning, that allows an
application to limt report sizes.
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A thinning value, T, selects a subset of packets within the sequence
nunber space: those with sequence nunbers that are nultiples of 2°T.
Packet reception and | oss reports apply only to those packets. T can
vary between 0 and 15. |If T is zero, then every packet in the
sequence nunmber space is reported upon. |If Tis fifteen, then one in
every 32,768 packets is reported upon

Suppose that the trace just described begins at sequence nunber
13,821. The last sequence nunber in the trace is 13,865. |If the
trace were to be thinned with a thinning value of T=2, then the
foll owi ng sequence nunbers woul d be reported upon: 13,824, 13, 828,
13,832, 13,836, 13,840, 13,844, 13,848, 13,852, 13,856, 13, 860,
13,864. The thinned trace would be as foll ows:

1 1 1 1 1 0 1 1 1 1 0
This could be encoded as foll ows:

bit vector 1111 1011 1100 000
nul | chunk

The last four bits in the bit vector, representing sequence numnbers
13,868, 13,872, 13,876, and 13,880, extend beyond the trace and are
thus set to zero and are ignored by the receiver. Wth thinning, the
| oss of the 22nd packet goes unreported because its sequence nunber,
13,842, is not a nultiple of four. Packet receipts for all sequence
nunmbers that are not nultiples of four also go unreported. However,
in this exanple thinning has permtted the Loss RLE Report Block to
be shortened by one 32 bit word.

Choice of the thinning value is left to the application
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The Loss RLE Report Block has the follow ng fornmat:

0

1 2 3

01234567890123456789012345678901

+- - -

+- 4+

+- 4 +-

+- - -

+- 4+

+- 4 +-

+- - -

bl ock

rsvd. :

t hi nni

bl ock

B T o S i S S il s s i S S S T S S S

BT=1 | rsvd. | T | bl ock | ength

B e i o e S e e ik i T e R S e e S e S ol o
SSRC of source |

B i T i R T i i e ol i ST SR S R S S R S S S S S el i

begi n_seq | end_seq |
B T o S i S S il s s i S S S T S S S
chunk 1 | chunk 2

T T e e S A S S A

S O S T T S S I G S S S S G S S G G
chunk n-1 chunk n
B T o S i S S il s s i S S S T S S S

type (BT): 8 bits
A Loss RLE Report Block is identified by the constant 1.

4 bits

This field is reserved for future definition. |In the absence
of such definition, the bits in this field MJUST be set to zero
and MUST be ignored by the receiver

ng (T): 4 bits

The amount of thinning perforned on the sequence numnber space.
Only those packets with sequence nunbers O nod 2°T are reported
on by this block. A value of 0 indicates that there is no
thinning, and all packets are reported on. The maxi num
thinning is one packet in every 32,768 (anmounting to two
packets within each 16-bit sequence space).

length: 16 bits
Defined in Section 3.

SSRC of source: 32 bits

begi n_

The SSRC of the RTP data packet source being reported upon by
this report bl ock.

seq: 16 bits
The first sequence nunber that this block reports on

end_seq: 16 bits

Fri edman,

The | ast sequence nunber that this block reports on plus one.
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chunk i: 16 bits
There are three chunk types: run length, bit vector, and
termnating null, defined in the follow ng sections. |If the
chunk is all zeroes, then it is a termnating null chunk
O herwise, the left nobst bit of the chunk determnes its type:
0 for run length and 1 for bit vector.

.1.  Run Length Chunk

0 1
0123456789012345
B ol ok ks o S S S e e e S
| R run |l ength |
Bk o I I e S S T e e e e

chunk type (©O: 1 bit
A zero identifies this as a run | ength chunk

run type (R): 1 bit
Zero indicates a run of 0s. One indicates a run of 1s.

run length: 14 bits
A val ue between 1 and 16,383. The value MJST not be zero for a
run length chunk (zeroes in both the run type and run | ength
fields would make the chunk a terminating null chunk). Run
| engths of 15 or |less MAY be described with a run |l ength chunk
despite the fact that they could al so be described as part of a
bit vector chunk.

.2. Bit Vector Chunk

0 1
0123456789012345
B i i S S S Tk i o
| < bit vector |
B ol ok ks o S S S e e e S

chunk type (O: 1 bit
A one identifies this as a bit vector chunk

bit vector: 15 bits
The vector is read fromleft to right, in order of increasing
sequence nunber (with the appropriate allowance for
wr apar ound) .
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4.1.3. Termnating Null Chunk
This chunk is all zeroes.

0 1
0123456789012345
I
|[O0O0O0O0000O0O0O0OOOOOO
T S S it S S SR S

4.2. Duplicate RLE Report Bl ock

This block type pernmits per-sequence-nunber reports on duplicates in
a source’'s RTP packet stream Such information can be used for
networ k di agnosis, and provide an alternative to packet |osses as a
basis for nulticast tree topol ogy inference.

The Duplicate RLE Report Block format is identical to the Loss RLE
Report Block format. Only the interpretation is different, in that
the informati on concerns packet duplicates rather than packet | osses.
The trace to be encoded in this case also consists of zeros and ones,
but a zero here indicates the presence of duplicate packets for a

gi ven sequence nunber, whereas a one indicates that no duplicates
were received.

The existence of a duplicate for a given sequence nunber is

determi ned over the entire reporting period. For exanple, if packet
nunber 12,593 arrives, followed by other packets w th other sequence
nunbers, the arrival later in the reporting period of another packet
nunbered 12,593 counts as a duplicate for that sequence nunber. The
duplicate does not need to follow inmediately upon the first packet
of that nunmber. Care nust be taken that a report does not cover a
range of 65,534 or greater in the sequence nunber space.

No distinction is nade between the existence of a single duplicate
packet and nultiple duplicate packets for a given sequence nunber.
Note al so that since there is no duplicate for a | ost packet, a |oss
is encoded as a one in a Duplicate RLE Report Bl ock

Friedman, et al. St andards Track [ Page 16]



RFC 3611

The Duplicate RLE Report Block has the follow ng format:

0

1

RTCP XR

2

Novenmber 2003

3

01234567890123456789012345678901
B S S T o S S S S s S S S S S S S

BT=2 | rsvd.

T |

bl ock | ength

B I T S it i ST S e i S SR S S S e T s

SSRC of source

T I T S S T i S T

begi n_seq

end_seq

B S S T i S S S T2 st S S S S S B S S S S e

chunk 1

chunk 2

B T S e T i T S e T It S S S S S S

T I T S S Tk it S S S S Sk L T T SR A s

chunk n-1

chunk n

B S S T S S S S R T c s S S S S S S S S

bl ock

rsvd. :

t hi nni

bl ock

type (BT): 8 bits

A Duplicate RLE Report Block is identified by the constant 2.

4 bits

This field is reserved for future definition

of such a definition, the bits in this field MJST be set to

zero and MUST be ignored by the receiver

ng (T): 4 bits

As defined in Section 4.1.

Il ength: 16 bits

Defined in Section 3.

SSRC of source: 32 bits
As defined in Section 4.1.

begi n_

seq: 16 bits

As defined in Section 4.1.

end_seq: 16 bits
As defined in Section 4.1.

chunk

Fri edman,

i: 16 bits

As defined in Section 4.1.

et al.
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4.3. Packet Receipt Tinmes Report Block

This block type pernits per-sequence-nunber reports on packet receipt
times for a given source’s RTP packet stream Such information can
be used for MNC inference of the topology of the nmulticast tree used
to distribute the source’s RTP packets, and of the delays al ong the
links within that tree. It can also be used to nmeasure partial path
characteristics and to nodel distributions for packet jitter

Packet receipt tinmes are expressed in the sane units as in the RTP

ti mestanps of data packets. This is so that, for each packet, one
can establish both the send tine and the receipt tine in conparable
terns. Note, however, that as an RTP sender ordinarily initializes
its time to a value chosen at random there can be no expectation
that reported send and receipt tinmes will differ by an anobunt equa
to the one-way del ay between sender and receiver. The reported tines
can nonet hel ess be useful for the purposes nentioned above.

At | east one packet MJST have been received for each sequence nunber

reported upon in this block. |If this block type is used to report
receipt times for a series of sequence nunbers that includes | ost
packets, several blocks are required. |If duplicate packets have been

recei ved for a given sequence nunber, and those packets differ in
their receipt tines, any tine other than the earliest MJST NOT be
reported. This is to ensure consistency anong reports.

Times reported in RTP timestanp format consume nore bits than | oss or
duplicate information, and do not |lend thenselves to run |l ength
encodi ng. The use of thinning is encouraged to limt the size of
Packet Recei pt Tines Report Bl ocks.

Friedman, et al. St andards Track [ Page 18]



RFC 3611

RTCP XR Novenmber 2003

The Packet Receipt Tines Report Block has the follow ng fornat:

0

1 2 3

01234567890123456789012345678901

+- - -

+- 4+

+- 4 +-

+- - -

+- 4+

+- 4 +-

+- - -

+- 4+

bl ock

rsvd. :

t hi nni

bl ock

B T o S i S S il s s i S S S T S S S
BT=3 | rsvd. | T | bl ock | ength

B e i o e S e e ik i T e R S e e S e S ol o
SSRC of source |

B i T i R T i i e ol i ST SR S R S S R S S S S S el i
begi n_seq | end_seq |

B T o S i S S il s s i S S S T S S S
Recei pt tine of packet begin_seq |

B e i o e S e e ik i T e R S e e S e S ol o
Recei pt tine of packet (begin_seq + 1) nod 65536 |

B i T i R T i i e ol i ST SR S R S S R S S S S S el i

B T o S i S S il s s i S S S T S S S
Recei pt tine of packet (end seq - 1) nod 65536
B e i o e S e e ik i T e R S e e S e S ol o

type (BT): 8 bits
A Packet Receipt Tines Report Block is identified by the
constant 3.

4 bits

This field is reserved for future definition. |In the absence
of such a definition, the bits inthis field MJST be set to
zero and MUST be ignored by the receiver.

ng (T): 4 bits
As defined in Section 4.1.

length: 16 bits
Defined in Section 3.

SSRC of source: 32 bits

begi n_

As defined in Section 4.1.

seq: 16 bits
As defined in Section 4.1.

end_seq: 16 bits

Fri edman,

As defined in Section 4.1.
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4,

4,

Packet i receipt tinme: 32 bits
The receipt tine of the packet with sequence nunber i at the
receiver. The nodular arithnetic shown in the packet fornat
diagramis to allow for sequence nunber rollover. It is
preferable for the time value to be established at the |ink
| ayer interface, or in any case as close as possible to the
wire arrival time. Units and format are the same as for the
tinmestanp in RTP data packets. As opposed to RTP data packet
ti mestanps, in which nom nal values may be used instead of
system cl ock values in order to convey information useful for
periodic playout, the receipt tinmes should reflect the actua
tine as closely as possible. For a session, if the RTP
tinmestanp is chosen at random the first receipt tinme val ue
SHOULD al so be chosen at random and subsequent tinestanps
offset fromthis value. On the other hand, if the RTP
timestanp is meant to reflect the reference tinme at the sender,
then the receipt tine SHOULD be as close as possible to the
reference tinme at the receiver

Recei ver Reference Tinme Report Bl ock

This block extends RTCP' s tinmestanp reporting so that non-senders may
al so send tinestanps. It recapitulates the NTP tinmestanp fields from
the RTCP Sender Report [9, Sec. 6.3.1]. A non-sender nmy estinate
its round trip tine (RTT) to other participants, as proposed in [18],
by sending this report block and receiving DLRR Report Bl ocks (see
next section) in reply.

0 1 2 3
01234567890123456789012345678901
T T i e i i e T e b s S S SN S

| BT=4 | reserved | bl ock length = 2

i T i i S e e e R e st o S EI SR R R SR
| NTP ti mestanp, nost significant word

B T e o i S I i i S S N iy St S I S S
| NTP tinmestanp, |east significant word

T e e i i e e e . S I SR R S

bl ock type (BT): 8 bits
A Receiver Reference Tinme Report Block is identified by the
constant 4.

reserved: 8 bits
This field is reserved for future definition. |In the absence
of such definition, the bits in this field MJST be set to zero
and MUST be ignored by the receiver.
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bl ock length: 16 bits
The constant 2, in accordance with the definition of this field
in Section 3.

NTP timestanp: 64 bits
Indicates the wallclock time when this block was sent so that
it may be used in conbination with tinmestanps returned in DLRR
Report Bl ocks (see next section) fromother receivers to
nmeasure round-trip propagation to those receivers. Receivers
shoul d expect that the measurenent accuracy of the tinmestanp
may be limted to far less than the resolution of the NTP
ti nestanp. The neasurenent uncertainty of the tinestanp is not
indicated as it nmay not be known. A report block sender that
can keep track of elapsed time but has no notion of wallclock
time may use the elapsed tine since joining the session
instead. This is assumed to be less than 68 years, so the high
bit will be zero. It is permissible to use the sanpling clock
to estinmate el apsed wallclock tine. A report sender that has
no notion of wallclock or elapsed tine may set the NTP
timestanp to zero.

.5.  DLRR Report Bl ock

This block extends RTCP's delay since the |ast Sender Report (DLSR)
mechanism[9, Sec. 6.3.1] so that non-senders may al so cal cul ate
round trip times, as proposed in [18]. It is termed DLRR for del ay
since the | ast Receiver Report, and may be sent in response to a
Recei ver Tinmestanp Report Bl ock (see previous section) froma
receiver to allow that receiver to calculate its round trip tinme to
the respondent. The report consists of one or nore 3 word sub-

bl ocks: one sub-bl ock per Receiver Report.

0 1 2 3
01234567890123456789012345678901

e o i T e e o ol ok ok i T NI Do T R S T R S T e S e e e e s

| BT=5 | reserved | bl ock | ength
+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+

| SSRC 1 (SSRC of first receiver) | sub-
Fode e e e e e e e A - - - - - - - - - - - - - - - - - 4+ - +- +- 4+ Dl ock
| | ast RR (LRR) | 1
e o i T e e o ol ok ok i T NI Do T R S T R S T e S e e e e s

| del ay since last RR (DLRR)
+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+=+

| SSRC 2 (SSRC of second receiver) | sub-
Fode e e e e e e e A b - - - - - - - - - - - - - - - - 4+ - +- +- 4+ Dl ock

= = e e e e s - e R N R RN R R R T
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bl ock type (BT): 8 bits
A DLRR Report Block is identified by the constant 5.

reserved: 8 bits
This field is reserved for future definition. |In the absence
of such definition, the bits in this field MUST be set to zero
and MUST be ignored by the receiver

bl ock length: 16 bits
Defined in Section 3.

last RRtinestanp (LRR): 32 bits
The mddle 32 bits out of 64 in the NTP tinestanp (as expl ai ned
in the previous section), received as part of a Receiver
Ref erence Tine Report Block fromparticipant SSRC n. |f no
such bl ock has been received, the field is set to zero.

delay since last RR (DLRR): 32 bhits
The del ay, expressed in units of 1/65536 seconds, between
receiving the |l ast Receiver Reference Tinme Report Block from
partici pant SSRC n and sending this DLRR Report Block. If a
Recei ver Reference Tine Report Bl ock has yet to be received
fromSSRC n, the DLRR field is set to zero (or the DLRR is
omtted entirely). Let SSRC r denote the receiver issuing this
DLRR Report Block. Participant SSRC n can conpute the round-
trip propagation delay to SSRC r by recording the tinme A when
this Receiver Tinestanp Report Block is received. It
calculates the total round-trip time A-LRR using the |last RR
timestanmp (LRR) field, and then subtracting this field to | eave
the round-trip propagation delay as AA-LRR-DLRR  This is
illustrated in [9, Fig. 2].

4.6. Statistics Summary Report Bl ock

This block reports statistics beyond the information carried in the
standard RTCP packet format, but is not as finely grained as that
carried in the report bl ocks previously described. Information is
recorded about | ost packets, duplicate packets, jitter measurenents,
and TTL or Hop Limit values. Such information can be useful for

net wor k managemnent .

The report bl ock contents are dependent upon a series of flag bits
carried in the first part of the header. Not all paraneters need to
be reported in each block. Flags indicate which are and which are
not reported. The fields corresponding to unreported paraneters MJST
be present, but are set to zero. The receiver MJST ignhore any
Statistics Summary Report Block with a non-zero value in any field
flagged as unreported.
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The Statistics Sunmary Report Bl ock has the follow ng fornat:

0 1 2 3

01234567890123456789012345678901
B T e o i S I i i S S N iy St S I S S
| BT=6 | L] D] J] ToH| rsvd. | bl ock length = 9 |
T o R o A S T
| SSRC of source |
I S T S S e S T L LTk
| begi n_seq | end_seq |
B T e o i S I i i S S N iy St S I S S
| | ost _packets |
N T T S S S A o e
| dup_packets |
I T S S e i T S S S S LT r
| mn_jitter |
B T e o i S I i i S S N iy St S I S S
| max_jitter |
N L T S S A A S A e S e
| nean_jitter |
T S T S S S S o LR TE r
| dev_jitter |
B T e o i S I i i S S N iy St S I S S
| mn_ttl_or_hl | max_ttl _or_hl |nean_ttl _or_hl | dev_ttl _or_hl |
e T T S S e i S T Tm Sy

bl ock type (BT): 8 bits
A Statistics Summary Report Block is identified by the constant
6.

|l oss report flag (L): 1 bit
Bit set to 1 if the lost_packets field contains a report, O
ot herw se.

duplicate report flag (D): 1 bit
Bit set to 1 if the dup_packets field contains a report, 0O
ot herw se.

jitter flag (J): 1 bit
Bit set to 1 if the min_jitter, max_jitter, nean_jitter, and
dev_jitter fields all contain reports, 0 if none of them do.

TTL or Hop Limt flag (ToH): 2 bits
This field is set to O if none of the fields min_ttl _or_hl,
max_ttl _or_hl, nean_ttl _or_hl, or dev_ttl _or_hl contain
reports. |If the field is non-zero, then all of these fields
contain reports. The value 1 signifies that they report on
| Pv4 TTL values. The value 2 signifies that they report on
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| Pv6 Hop Limt values. The value 3 is undefined and MJUST NOT
be used.

rsvd.: 3 bits
This field is reserved for future definition. |In the absence
of such a definition, the bits in this field MJST be set to
zero and MUST be ignored by the receiver

bl ock length: 16 bits
The constant 9, in accordance with the definition of this field
in Section 3.

SSRC of source: 32 bits
As defined in Section 4.1.

begi n_seq: 16 bits
As defined in Section 4.1.

end_seq: 16 bits
As defined in Section 4.1.

| ost _packets: 32 bits
Number of |ost packets in the above sequence nunber interval

dup_packets: 32 bits
Number of duplicate packets in the above sequence nunber
i nterval .

mn_jitter: 32 bits
The mninumrelative transit tinme between two packets in the
above sequence nunber interval. Al jitter values are neasured
as the difference between a packet’s RTP tinmestanp and the
reporter’s clock at the time of arrival, nmeasured in the sane
units.

max_jitter: 32 bits
The maxi mumrelative transit tinme between two packets in the
above sequence nunber interval

mean_jitter: 32 bits
The mean relative transit tinme between each two packet series
in the above sequence nunber interval, rounded to the nearest
val ue expressi ble as an RTP tinestanp.

dev_jitter: 32 bits
The standard deviation of the relative transit tinme between
each two packet series in the above sequence nunber interval
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mn_ ttl _or_hl: 8 bits
The minimum TTL or Hop Limt value of data packets in the
sequence nunber range.

mex_ttl _or _hl: 8 bits
The maxi mum TTL or Hop Linmit value of data packets in the
sequence nunber range.

mean_ttl _or_hl: 8 bits
The mean TTL or Hop Linmit value of data packets in the sequence
nunber range, rounded to the nearest integer

dev_ttl _or _hl: 8 bits
The standard deviation of TTL or Hop Limit values of data
packets in the sequence nunber range.

4.7. Vol P Metrics Report Bl ock

The Vol P Metrics Report Bl ock provides netrics for nonitoring voice
over I[P (VolP) calls. These nmetrics include packet |oss and discard
nmetrics, delay netrics, analog netrics, and voice quality nmetrics
The bl ock reports separately on packets lost on the |IP channel, and
those that have been received but then discarded by the receiving
jitter buffer. It also reports on the conbined effect of |osses and
di scards, as both have equal effect on call quality.

In order to properly assess the quality of a Voice over IP call, it
is desirable to consider the degree of burstiness of packet |oss
[14]. Following a Glbert-Elliott nodel [3], a period of tine,
bounded by | ost and/or discarded packets with a high rate of |osses
and/ or discards, is a "burst", and a period of tinme between two
bursts is a "gap". Bursts correspond to periods of tine during which
the packet loss rate is high enough to produce noticeabl e degradation
in audio quality. Gaps correspond to periods of tine during which
only isolated | ost packets may occur, and in general these can be
masked by packet |oss conceal ment. Delay reports include the transit
del ay between RTP end points and the Vol P end system processi ng

del ays, both of which contribute to the user perceived del ay.

Addi tional netrics include signal, echo, noise, and distortion
levels. Call quality metrics include R factors (as described by the
E Model defined in [6,3]) and mean opi nion scores (MOS scores).

| mpl enent ati ons MUST provide values for all the fields defined here.

For certain netrics, if the value is undefined or unknown, then the
specified default or unknown field value MJST be provided.
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The bl ock is encoded as seven 32-bit words:

0 1 2 3
01234567890123456789012345678901
B T e o i S I i i S S N iy St S I S S

| BT=7 | reserved | bl ock length = 8
T e e i i e e S e st o S S s SN SR
SSRC of source |
e T Lt e e T e S el o o b oI S SRR S
|l oss rate | discard rate | burst density | gap density
B i T o S o i S S i s S S S S S S
burst duration | gap duration |
i i s S S i e ST R S S e b i
round trip del ay | end system del ay
el ol e R e e e et i e o i o R SR SR S S
nal level | noise level | RERL | Gmi n
B i S i i S S I Tk i i s S S S S
factor | ext. R factor | MOS- LQ | MOS- CQ |
B e S S et s i i i
config | reserved | JB noni nal
e ol e i e e e s t s i T e s
JB maxi mum | JB abs max |
B i T o S o i S S i s S S S S S S

+

+

+ 0 +
+ 1 +Q

2

+-

+

+

|
+-
|
+-
|
+-
|
+-
|
+-
|
+-
|
+-
|
+-

bl ock type (BT): 8 bits
A Vol P Metrics Report Block is identified by the constant 7.

reserved: 8 bits
This field is reserved for future definition. |In the absence
of such a definition, the bits in this field MJST be set to
zero and MUST be ignored by the receiver

bl ock length: 16 bits
The constant 8, in accordance with the definition of this field
in Section 3.

SSRC of source: 32 bits
As defined in Section 4.1.

The remaining fields are described in the followi ng six sections:
Packet Loss and Discard Metrics, Delay Metrics, Signal Related
Metrics, Call Quality or Transmission Quality Metrics, Configuration
Metrics, and Jitter Buffer Paraneters.
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4,7.1. Packet Loss and Discard Metrics

It is very useful to distinguish between packets |ost by the network
and those discarded due to jitter. Both have equal effect on the
quality of the voice stream however, having separate counts hel ps
identify the source of quality degradation. These fields MJST be
popul ated, and MJUST be set to zero if no packets have been received.

loss rate: 8 bits
The fraction of RTP data packets fromthe source |ost since the
begi nning of reception, expressed as a fixed point nunber with
the binary point at the left edge of the field. This value is
cal cul ated by dividing the total nunber of packets lost (after
the effects of applying any error protection such as FEC) by
the total number of packets expected, nultiplying the result of
the division by 256, limting the maxi mum value to 255 (to
avoid overflow), and taking the integer part. The nunbers of
dupl i cat ed packets and di scarded packets do not enter into this
calculation. Since receivers cannot be required to maintain
unlinmted buffers, a receiver MAY categorize |late-arriving
packets as lost. The degree of lateness that triggers a |loss
SHOULD be significantly greater than that which triggers a
di scard

discard rate: 8 bits
The fraction of RTP data packets fromthe source that have been
di scarded since the beginning of reception, due to late or
early arrival, under-run or overflow at the receiving jitter
buffer. This value is expressed as a fixed point nunber wth
the binary point at the left edge of the field. It is
cal cul ated by dividing the total nunber of packets discarded
(excl udi ng duplicate packet discards) by the total nunber of
packets expected, nultiplying the result of the division by
256, limting the maxi numvalue to 255 (to avoid overflow), and
taking the integer part.

4.7.2. Burst Metrics

A burst is a period during which a high proportion of packets are
either lost or discarded due to late arrival. A burst is defined, in
terns of a value Grin, as the | ongest sequence that (a) starts with a
| ost or discarded packet, (b) does not contain any occurrences of
G